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iyities and findings to the Senj Management. However, the Head
ACB. Head of Compliance and Head
es the objectives, strategies and overall
fulfilling its oversight responsibilities. The

ACB reviews the i ing process, the sygtem of internal control and management of
5 financial risks, the audit process, and the bank's prgcess for monitoring compliance with laws and
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£ Information and Communication Technology (ICT) is increasingly ecoming an'invaluable and
3 powerful tool for driving development, Supporting growth, promoting innovation and enhancing
' Ccompetitiveness. Its introducing global environment which will bring all nations around the world to
come together to form a global networked community. Banks are increasingly using sophisticated
digital technology for banking activities with a view to achieve more Customers' satisfaction with less
cost. In addition, it increases the efficiency of the banking and payment system, benefiting customers
and merchants leading to bridging additional risks.
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maintenance of these assets are vital to its Sustainability. In order to ensure protection of critical IT
assets from unauthorized access, modification, disclosure and destruction the Bank has already taken
initiative, which safeguard the interest of customers. In this context Bank has implemented a core
banking software ensuring adequate security. The Bank has a Data Center which is fault-tolerant,
allowing us to upgrade, install patch, maintenance and any activity without downtime. The
establishment enables to satisfy valued clients with sharp & better service. To protect sensitive
information of core banking in the event of any disaster, the Bank has implemented a disaster
Recovery Site. ICT Division performed i

17 T AT

Disaster Recovery Planning, Certifi
Division has also established an IT L

2:31.7 Environmental Ris

Environmental Risk is a f
applicable across all fin cing transactions
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